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## Abstract

Accounting information systems are ubiquitous in today’s business, supporting most of its operational functions. Since their review and assessment is necessary and appropriate software tools are now available, this paper asks: Do auditors use the available technological tools? What are the difficulties they find? Are there mediators to facilitate usability?

Through a cross sectional case-based field study comparing four engagements in a major audit firm, this paper finds that the characteristics of the audit team determine the levels of technology adoption. However, quality integration between technology support teams and auditors may improve usability and consequently increase technology adoption.
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## Introduction

The potential of technological tools, and the progressive digitization of business, has changed the way external audits are conducted. The increasing ubiquity of accounting information systems has made it necessary enhance the auditor’s toolset and to include specialized teams to evaluate those systems throughout the external audit. Dowling [1], looks at factors that determine the appropriate usage of technological tools; and Dowling and Leech compare the audit support systems used in five big audit firms. In this paper, on the other hand, we focus on tool usage and their conditionants. We also discuss what are the difficulties found in system implementation and tools to facilitate usability. These questions are investigated through a cross sectional case-based field study comparing four audit engagements. The following section reviews the literature, the ensuing section discusses the methodology, and the final two sections address findings and conclusions.

### Conditions that favor usage of technology

In this section we examine the determinants of technology usage. Then, by conducting interviews with audit teams, we inquire why available technological tools are not used. Further analysis leads to suggestions concerning tools to improve the levels of usage.

#### Manager’s attitudes, beliefs and social environment

“Many times users do not rely on decision aids even when doing so would improve the quality of the decision” . For any technological tool to be adopted in an audit engagement, the audit manager must believe that its use will provide some advantage. However, auditors are often overconfident in their judgments and believe that they do not need the tool, and will adopt it only if it confirms their judgment . Different studies have examined the determinants of information technology usage. Karahanna et al. [5] present the following key constructs in the innovation-decision process:

1. Innovation’s perceived attributes,
2. Individual’s attitude and beliefs, and
3. Communications received by the individual from his/her social environment about the innovation (subjective norm). These norms are determined by the individual’s beliefs about what their peers expect from them.

Therefore, when audit managers do not have the required knowledge about a new tool and/or do not perceive its benefits, the tool will only be adopted if there is substantive pressure by peers or supervisors. Dowling [1] surveys 569 auditors of large and medium sized audit firms, and finds evidence that intention to use a system increases the appropriate use. She also finds that perceived normative pressure and auditor’s attitude influence appropriate auditor’s system usage. However, lack of knowledge about the tool might convince the auditor that s/he should rely on other evidence .

Arnold and Sutton [6] express concerns that the continued use of an intelligent decision aid might reduce auditors’ skills in the domain of the decision aid. They propose that the intelligent decision aid should become an electronic colleague; so that while individuals do not make decisions with the use of an aid, the decision aid receives feedback and maintains a dialogue that continuously helps the decision maker arrive at a final judgment. Karahanna et al. [5 p. 187] suggest “attitude toward adopting (or continuing to use) an IT tool is generated by the individual’s salient beliefs about the consequences of adopting (continuing to use) the tool (behavioral beliefs) and evaluation of these consequences.” Attitude was also found to influence the auditor’s intention to use a system appropriately[1]. Therefore, if audit managers are not technology adopters, their beliefs and attitudes, as well as their perceptions of the attributes of the tool, might prevent them from considering it as an electronic colleague. Given the importance of attitudes for adoption of new audit tools, and the fact that auditors might not be technology adopters, it is necessary to find a mediator between the tool and the audit team to provide the necessary advice, feedback and dialogue.

#### Cost, quality and time

Other factors that affect the usability of any tool are those related to project management, known as the Iron Triangle: cost, quality and time . Klonglan and Coward suggest that sociological variables may be more important in explaining mental acceptance of innovations, whereas economic variables may be more important in explaining their use. No tool will be adopted if auditors perceive the costs to outweigh the benefits. In this stage, a mediator may also reduce the cost of adoption by helping managers to master the tools. Consequently our research questions are:

**RQ1:** Do audit teams use the available technology tools?

**RQ2:** What are the difficulties they find in using them?

**RQ3:**  How can we integrate mediators into the audit teams to facilitate usability?

## Methodology

We conduct a cross-sectional case-based field study comparing four audit engagements in a large audit firm. Our case studies are both descriptive and exploratory. In that sense, they first describe the state of technology adoption by audit teams. Second, they explore variables that affect technology adoption by audit teams such as auditor team characteristics, collaboration and training, as well as issues relative to software usage and client data access. Because computer usage is currently ubiquitous, it is possible that the perceptions of users of technological tools have grown less fearful and more confident. These factors may have changed the determinants of usability mentioned in the literature reviewed.

Yin defines a case study as an empirical enquiry to investigate facts in its context, and states that the case study’s unique strength is its ability to deal with a variety of evidence (documents, artifacts, interviews and observations) and to detect missing constructs. An exploratory study utilizes a method that supports the building and development of theory as opposed to methods directed to testing theories (Arnold ; Rom and Rohde ). Lillis and Mundy try to close the gap between case studies and surveys by pointing out advantages of cross-sectional field studies. Consequently, it is reasonable to use a cross-sectional study with four different audit engagements to compare differences in adoption of technology among teams.

Although interviews were the primary source of information, we also collected information from several documents, including working papers. The audit teams interviewed (10 interviewees in total) work for a large external audit firm and were selected from a pool specified *a priori* by one of the firm’s partners. Since we were interested in adoption difficulties and enablers, we selected large engagements in different industries to evaluate any special difficulties in adoption due to industry related factors. The interviews were conducted by two researchers via face-to-face sessions when possible, or conference calls. The general questions focused on determinants of technology adoption and group relationships. We used a semi-structured approach, starting with a set of questions that was extended according to the circumstances of the interviews. The interviews were recorded and transcribed.

### Characteristics of the different teams interviewed

The forensic and IT consultants[[2]](#footnote-3) interviewed had different backgrounds. While some of them had Masters degrees in Information Science, others started their careers in accounting, and became interested in IT after being trained by the audit firm. Some of the audit managers were interested in testing new technological tools; they used the software themselves, and went to training sessions when new tools became available (technology adopters). Others were more reluctant to test new tools (not technology adopters). Figure 1 presents the industry of the company being audited and the characteristics of the audit manager and supporting team consultants.

Figure 1

|  |  |  |
| --- | --- | --- |
| IT Manager Accountant | Insurance Company |  |
| IT consultant MSIS | Bank Company  Chemical Company | Manufacturing Company |
|  | Auditor Technology Adopter | Auditor Not Technology Adopter |

Figure

Cushing & Loebbecke’s represented the audit process in six main activities:

1. Pre-engagement

2. Planning

3. Compliance testing

4. Substantive testing

5. Opinion formulation and reporting

6. Continuous activities

During the first year of an engagement, the audit process is different from subsequent ones,(Arens and Loebbecke [14]), due to a lack of knowledge of the client’s operations and the need to check additional information (e.g. beginning balances of accounts). None of the teams interviewed were in the first year engagement. Consequently, we exclude first year activities from the analysis and focus on the planning stage. These activities involve obtaining knowledge of the business, preliminary estimation of materiality, review of internal controls, and development of audit plan ([13], page 6).

Since the interviewed teams were involved in recurring audits, all the auditors had previous knowledge of the business and estimated materiality. However, the manufacturing company had changed its ERP system, which required additional work. This problem was solved by involving the forensic team, as will be discussed later in detail. In order to review internal controls, the audit firm, has a structured approach to utilize support teams. Figure 2 presents this structure. Auditors in this firm, follow audit planning templates with specific questions about the engagement that determine the need of involving specialty teams such as computer audit or forensic. When deemed necessary, the IT support team checks application controls of the client’s systems before the audit team starts its assessment. This check is more thorough when there are changes in systems or controls from the previous year. Once the controls are checked, and the support IT team reports their results, the role of this team varies across the engagements. The participation of the forensic team requires budget and a request from the audit manager.

Figure 2- Audit teams participation in a typical audit
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## Findings

### Characteristics of the companies audited and the software used

Table 1 depicts the industry type, audit engagement characteristics, and key software usage information for the four target firms.

Table 1

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Industry | Insurance | Chemical | Manufacturer | Bank |
| ERP system used | ORACLE | SAP | ORACLE | SAP |
| Characteristics of the engagement | Some presence year-round. Support IT team checks internal controls and works with auditors throughout the audit. No reliance on the company’s internal controls; they make their own tests. | IT Support team checks the internal controls before they start the audit. Auditors do not request support of technical teams because of their expertise with audit software. | The company switched ERPs in this period. | Audit team finds their work facilitated by the client having an ERP system because all the data is in the same source. More consistency in the data. |
| Use of word processor and spreadsheets | YES | YES | YES  Audit manager sometimes prefers manual reports. | YES |
| Use of email and electronic file transfer | YES | YES | YES | YES |
| Use of audit software for data extraction | YES  Journal extraction performed by the client with script provided by auditors. Auditors use their own laptops. | YES  Data extraction performed by the client with script provided by auditors. Audit team uses own laptops. | YES  Data extraction performed by the client with script provided by auditors. | YES  Data extraction performed by the client with script provided by auditors. |
| Use of audit software for SOD | YES  Data extraction done by the client with script provided by auditors. Audit team  uses own laptops. | NO | NO | YES  Used in a pilot SOD. Multiple rule-based errors.  Managers would not rely on the results. Don’t expect to use in the future. If the internal audit used it, they would leverage their work only if they could map the risks with the financial statements risks they are worried about.  Can get same result with other tools. |
| Use of software by forensic team | Not mentioned. | YES  To test manual transactions in their own server. | YES  The audit team engaged forensic.  They rely more on forensic than on any tool they can use themselves. | YES |

### Determinants of technological tools adoption

The interviewed audit managers are CPAs with an accounting undergraduate degree and an average of 4 years in the audit firm. When hired they are not required to have previous systems knowledge. However, the firm has intensive training programs, and requires auditors to complete the corresponding module (s) before using any specific tool. When new software is introduced, it is communicated to the auditors via email. Auditors are free to decide whether to adopt the software.

We found that the usage of those tools depends on the characteristics of the auditor and also on the integration of the support teams. If the auditor is interested in technology, when those tools are presented, s/he enrolls in training or gets information about the benefits it would bring to the audit. When the auditor is not a technology adopter, use of new tools is driven by the supporting team (IT). This relationship between IT and audit managers seems to be stronger than the simple suggestion of new technological tools. The ensuing anecdotes illustrate:

* In one of the teams, where the IT consultant had an accounting background, his work was more integrated with the audit team, and he collaborated to present and facilitate access to the available tools. He seemed to understand better what the auditor needed and how to make the tools useful by facilitating the access to them.
* In the other three companies where the IT consultant had a background in Information Science, the participation of the support team was limited to testing the client’s controls. In this situation (auditor technology adopter and support team with no audit background), the audit teams were more reluctant to use new tools and limited their use to spreadsheets, word processors, email and electronic transfer of documents and files. When the audit managers were technology adopters, although they had knowledge of the capabilities of the new tools, the software was not adopted due to the cost (time required to implement it successfully) and attitude (feeling that the results would not change in terms of findings).
* When the audit manager was not a technology adopter, he did not respond to emails announcing new tools and showed no interest in determining the advantages it would bring. Although this audit manager used spreadsheets, word processor, email and electronic transfer of documents, he expressed his preference for hand written reports and documentation.

### Reported issues faced by the audit teams

All the audit teams were concerned with client collection of the data. The fact that the client is in the middle of the data extraction process causes concern to the audit teams, all the interviewees would prefer independent data access

* One example of the problems audit managers faced relates to the implementation of audit software in service companies. Both teams interviewed in this industry (insurance company and bank) started using the software to test for segregation of duties (SOD). In this specific example, the success in implementation varied according to the relationship between the IT support team and the audit team. The standard rules embedded in the software are appropriate for manufacturing companies. Therefore, difficulties were found when the reports indicated hundreds of violations of SOD that were only related to manufacturing rules.
  + In the insurance company, where the audit manager was a technology adopter and the IT consultant had accounting background, both teams worked together in producing the necessary rules and analyzing the violations to determine which of them were due to real internal control deficiencies. The implementation was a success and they expect to extend the usage of the software to other areas in the future.
  + In the financial institution, on the other hand, the audit manager was a technology adopter, but the IT consultant had no accounting background and little involvement in the audit engagement. The audit team applied the standard rules, finding hundreds of meaningless violations. Because there was no IT involvement, they found themselves overwhelmed. They ended up eschewing the software and relying on other evidence. It appears that the IT consultant was unaware of the auditors’ needs, or that the audit managers did not think that IT was needed, since they could use the tools by themselves. As a result, the audit team did not find the software helpful, and decided not to use it again. The audit team believes that specific rules (a tailored approach) would enhance the results and usability of the software, but they do not think the effort is worthwhile since they have other alternatives to get the same results. This finding relates the low level of usability with cost and attitude factors.

### Perspectives for the future

Vasarhelyi et al. [15] used the modified Delphi method ( and ) to predict the effect of technological changes in auditing in the next ten years, which will determine how the audit will be done and the level of training needed for auditors. One of the key findings in that study is the need to shift from the current sampling-based audit to a model that includes continuous monitoring of all transactions, error reporting and immediate response. They discuss that the development of such an audit will reduce the time necessary in identifying risks, since external auditors will rely on the work of internal auditors, and allow more time for interpretation of the results. They also envision the use of XBRL-formatted data to examine similar risks among clients in the same industry, and the use of resources like sensors, biometrics and voice recognition as tools for evaluating evidence. Therefore, the envisioned audit of the future relies on technological tools, and requires access to quality data.

At the end of the interviews, we asked auditors about what changes they need and how they envision audit in the near future. Their answers can be classified in the following categories:

1. Have access to the client’s data independently. They understand that measures have to be taken to guarantee the security and privacy of the data. The interviewees do not expect it to be easy to obtain, but they report it as one of the main concerns and a first step necessary to guarantee data quality with the automation of audit envisioned by [15].
2. The development and update of electronic working papers. As discussed in the general adoption of software, this need is related to the technological sophistication of the manager. The manager with little interest in technology, for example, finds that the whole team produces better results when they have to read and work on paper. His technological needs are limited to transferring files. In general, however, managers find it helpful to have electronic working papers in order to facilitate the production, review, storage and transfer of documents.
3. Training is considered to be appropriate by all the interviewees. However, they would appreciate more formal communications about available technological tools as well as the applications, and advantages.
4. Regarding how they envision audit in the future, the scenario is similar to the one depicted in the aforementioned study [15]. All managers agree on the importance and benefits of continuous control monitoring of all transactions. However, although they expect it will be implemented, they believe it will take time, because companies are currently concerned about the financial crisis and therefore reluctant to make new investments.

## Conclusions and limitations of the study

This study examined four engagements within a large audit firm. It aimed to increase understanding of the deployment, usage, and enablers of technology adoption in day to day practice. It was observed that although there are audit-specific software tools, those tools are not fully used for a variety of reasons. Cost of adoption relative to time required to effectively internalize and utilize the tool, in addition to auditor attitude, were found to influence the levels of adoption and usability. We also found that the inclusion of an integrated IT support team that assists auditors in understanding and adjusting the tools, acts as a facilitator to adoption. In our sample, the accounting knowledge of the supporting IT consulting team manager facilitated adoption since he could understand what the auditors needed. We presented the difficulties auditors face when using technology, such as access of independent data, and their expectations for the future. Given the importance of data quality, concerns expressed by the interviewees, and expected development of audit in the future, it is necessary for auditors to access data independently. The interviewees acknowledge client concerns about allowing external sources that might affect their data, and express the need for a nonintrusive extraction method to guarantee data integrity and quality.

Although this study includes interviews with participants in only four engagements, it provides an understanding of the difficulties found when audit teams use technological tools. It also provides relationships found to facilitate usability, which can be used to establish hypothesis related to the determinants of usage of technological tools by audit teams, and extend the knowledge base relative to the effect of team relationships in audit engagements.

Different audit firms have varying cultures, practices, constituting employee competences and emphasize the use of technology differently. As such, we suggest an expansion of the survey to several audit firms including both Big 4 and non-Big 4; different types of audit proctices, and different employee teams.
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